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1
Decision/action requested

This document proposes to add the procedure of AKMA anchor key push to clause 6. SA3 is kindly requested to approve this doc.
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3
Rationale

Generally, when a home network has only one AAnF, the AUSF can obtain the default AAnF of the UE. When a home network has multiple AAnF, the AUSF can obtain the AAnF of the UE from the AKMA service subscription data of the UDM. When the AUSF knows the AAnF of the UE, and the AUSF and the UE have completed the primary authentication, the AUSF can generate the AKMA anchor key of the AKMA service flow and push the AKMA anchor key ID to the AAnF corresponding to the UE. This contribution proposes to add the procedure of AKMA anchor key push to clause 6 [1]. 
4
Detailed proposal

***
BEGIN CHANGES
***
6.X
AKMA anchor key push
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Figure 6.X -1 AKMA Key push
When AUSF derives KAKMA and KAKMA ID after primary authenitcation, the AUSF may send AKMA Key Push Request to AAnF with KAKMA and KAKMA ID.  The AAnF stores the KAKMA and KAKMA ID and sends AKMA Key Push Response to AUSF.
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